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65% of consumers have 
lost trust in a company after 
a data breach

Cybercrime is expected to surge 
in the next five years, rising from 
$8.44 trillion in 2022 to $23.84 
trillion by 2027

40% of workers would quit if 
they were forced to return to the 
office even one day a week/ 
(64%) of the workforce would 
consider looking for a new job if 
they were required to return to 
the office full time

Workers with full schedule 
flexibility report 


29% higher 
productivity and 


53% greater ability to 
focus than those without 
the ability to shift their 
schedule.

42% of companies are 
experiencing cyber fatigue 
or a sense of apathy toward 
proactively defending 
against digital attacks

Enterprise security 
teams are grappling 
to manage 76 
discrete security 
tools
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When hybrid work meets 
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